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  If you are on Facebook, you are being attacked constantly 

and MUST stay aware... 

 

There are video links & news items from your friends, 

stories of people being arrested because of their Facebook 

status—and all of your friends “like” these items, so they 

must be safe, right? 

 

Thanks to a new exploit called, “CLICKJACKING” you can no 

longer trust a link to anything just because a lot of your 

friends like it or posted it. 

 

How to avoid this? For now—the only way to stay safe is to 

avoid clicking on any Facebook link to videos, news items 

or stories—REGARDLESS of who sent, posted or liked them. 

 

As always, keep in mind that computer activities at work 

should be work-related and any or all of those activities 

may be monitored. 

 

Be careful and thank you for taking the time to be 

security aware! 

 

For more information on current cyber scams and tips to 

avoid them, please visit the FBI at: http://www.fbi.gov/

cyberinvest/escams.htm 

Hilarious!  

I just saw you in the funniest video on Facebook! 
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